Self-audit tool for threat scanning discovery and feedback

A self-audit tool for active scanning to assist in rapid large scale discovery of high impact / low complexity vulnerabilities and automating repetitive test cases to aid the audit team in their work where they are able to configure and add plugins according to their needs.

Technology used:
- Docker
- Python
- Flask
- React
- Minio
- Feathersjs

The tool seeks to discover weakly or default configured infrastructure and applications in order to prevent them from attacks and breaches.
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